










In order to perform its aims to be the supreme body responsible for the sport of chess and give National 
Federations, players and any other individual the services FIDE is intended to give as they are listed in the 
Statutes, it needs to collect, store and process personal data. 
FIDE cares that the data are handled in a fair and transparent way and makes all the necessary efforts to 
enforce this goals. 
 

1. DATA CONTROLLER, REPRESENTATIVE, DPO, DATA PROTECTION COMMITTE 
Data Controller: 
FIDE – Federation Internationale des Echecs, whose legal seat is Avenue de Rhodanie 54 – 1007 Lausanne, 
Switzerland. 
Current legal representative is its President Mr. Arkady Dvorkovich. 
 
As per decision Q2PB/2019/11 FIDE designated the following officials: 
 
Data Protection Committee: 
Mr Willy Iclicki (BEL): Data Protection Officer; 
Mr Marco Biagioli (ITA): Data Protection Legal Advisor; 
Mr Vladimir Kukaev (RUS): Data Protection Technical Advisor. 
 
Data Protection Representative for the European Union: 
Mr Willy Iclicki (BEL). 
 
Data Protection Officer: 
Mr Willy Iclicki (BEL). 
 

2. CONTACTS 
Data Protection Representative for the European Union and Data Protection Officer: 
Mr Willy Iclicki (BEL) whose seat inside the European Union is Avenue du Globe 55 – Box 20 – 1190 
Brussels, Belgium. 

E-mail: privacy@FIDE.com  

 
Data Protection Committee: 

E-mail: privacy@FIDE.com  
 

SECTION A: GENERAL PROVISIONS FOR ORDINARY DATA COLLECTION 
 

3. PURPOSE OF DATA COLLECTION 
FIDE collects data in a fair and transparent way only in order to let itself, its internal bodies and its services 
work. 
The use and storage of the relevant data is necessary in order: 

- to let FIDE internal bodies, boards, commissions and committees perform their duties according to 
the Statutes and the Regulations, as well as according to the relevant decisions on their goals; 

- to let FIDE services, among which there are FIDE Rating System (FRS), FIDE titles and classification 
of players, arbiters, organizers, trainers and officials, properly function; 

- to maintain the functionalities of FRS: like in any other sport, FRS is necessary to estimate the 
strength of the players and create a ranking of them to let any sport activity (championships, 
tournaments) be run in a fair way; 

- to properly let FIDE to give titles according to the relevant Regulations; 
- to let FIDE appoint people to any duty in its internal bodies or to any role in its events. 

 
4. LEGAL BASIS 

Data are collected and processed by legal agreement and in order to provide the services requested to FIDE 
itself. 
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FIDE processes data in a fair and legitimate way only if it is necessary for the abovementioned services to 
work properly: by participating to any FIDE rated event, as inserted in FRS by any National Federation, and 
by requesting any National Federation to issue a FIDE Identification Number (FIN), or by requesting FIDE to 
be included in the directory or any other list, you agree to the process, as indicated above. 
 

5. HOW FIDE COLLECTS DATA – DATA COLLECTORS 
FIDE collects data in several different ways: 

- Data can be inserted in FRS by National Federations, directly. 
In this case, FIDE notifies the insertion of the data in the system by sending an email to the 
individual whose data were collected, hence he is informed that a National Federation inserted his 
data in FRS and might exert his rights. 

- Data can be inserted in FRS by Elista FIDE Office (EFO), directly. 
In this case, FIDE uploads and stores data only after having received an explicit consent by the 
individual whose data are going to be collected. 

- Data can be sent by any individual himself, by sending an email to the Administration or manually 
registering in the FIDE website or connected services. 
In this case, FIDE stores data only after having received an explicit request by the individual himself. 

In all the abovementioned cases, for underage people (in the country they are citizens of) consents are 
given or requests are made by their legal tutors and confirmed by the individuals themselves after the 
majority. 
 

6. COLLECTED DATA 
FIDE collects different data according to the level as mentioned here following: 

- For any individual included in FRS and any other individual to whom FIDE issues a FIN: Name, 
Surname, Birthday, Federation, Gender (M or F), email address. 
When the Administration requires a confirmation about the abovementioned data, it may require a 
copy of an official identification document. 
This data are ordinarily submitted by National Federations and notified to the single individual as 
per point nr. 5. 

- For people receiving prizemoney or refunds directly from FIDE, it also collects physical addresses, 
phone numbers and bank details and local taxes details. 
This data are ordinarily provided directly from the single individual. 

- For officials, organs, and people permanently or temporarily involved in the Administration FIDE 
also collects a second email address, physical addresses, phone numbers and bank details. 
This data are ordinarily provided directly from the single individual. 

- For people applying for titles or exchange of Federation FIDE also collects physical addresses, phone 
numbers, place of birth and nationality. 
This data are provided from the single individual trough his National Federation. 

- In case of stipulation of specific contracts, additional data may be required for specific purposes 
and upon specific consent. 
This data are provided directly from the single individual. 

- For FIDE employees, FIDE also collects tax details, and social insurance number/details and any 
other data required by national authorities upon a legal obligation. 
This data are provided directly from the single individual. 

FRS may host a picture of anyone who is recorded in the database. 
Underage people photos are not displayed in any case until they reach the majority, unless it is sent 
personally by their legal tutors. 
Photos about any other person included in FRS are displayed only upon his or his Federation request 
addressed to FIDE offices. 
In case that FIDE suspects the request needs to be confirmed, may ask the owner to confirm his willing his 
picture to be displayed on FRS. 
Photos taken during sport public events has not such restrictions. 
 



7. DATA COLLECTING ACTIVITY AND REFUSAL 
Data collection is necessary in order to achieve the purposes and complete the activities above indicated. 
In case of refusal to let your data, as indicated above, be processed by FIDE, the abovementioned activities 
shall be impossible. 
Thus, in case of refusal, the following consequences shall occur: 

- For any individual to be included in FRS and any other individual requiring a FIN, refusal prevents 
that individual to be included in FRS and take part to any chess event; 

- For people entitled to receive a prizemoney or refunds directly from FIDE, refusal prevents FIDE to 
make any payment. 

- For officials, organs, and people permanently or temporarily involved in the Administration, refusal 
of data policy as mentioned in their contract or appointment letter, prevents FIDE to include the 
name in the directory and the appointment to progress. 

- For people applying for titles or exchange of Federation, refusal prevents FIDE to process their 
application. 

- In case of stipulation of specific contracts which require additional data, refusal prevents the 
contract to be concluded. 

- For people applying for a job, refusal prevents FIDE to sign the contract. 
 

8. FORMAT OF STORAGE 
Your data are stored electronically and in paper. 
The electronic data archives are stored in FIDE servers, which are located in Germany and Russia. Safety 
measures as described in point nr. 16 protects the electronic archives. 
The paper archive is stored in Lausanne, at the FIDE main office, in classified files in closed rooms. 
 

9. HOW FIDE PROCESSES DATA 
FIDE processes data in automatic and manual ways: 

- Automatic processes include publication in FIDE website of the first level information, rating 
calculation, putting inactive flag, and statistical outputs on rating variation, national/continental 
rankings and enquires inside the database on any index. Automatic processes are made by 
computer programs which operate on the database. 

- Manual processes include any edit or change to single data, or any variation upon single 
application, or exchanging federation, merge, separate, delete and add single records, exporting 
lists of players and results, downloading rating lists. Manual processes include also any kind of 
search and enquiry of the database directly performed by any FIDE website visitor or operator. 

 
10. SPECIAL PROCESSES CONNECTED TO SPECIAL OBLIGATIONS (DOPING AND CHEATING 

PREVENTION) 
FIDE Medical Commission and FIDE Fair Play Commission performs special processes connected to doping 
and cheating prevention in sport. 
Special processes are necessary in order to maintain FIDE integrity as a global sport organization and as a 
part of the obligations FIDE has got, being recognized by the IOC and member of the WADA. 
Special processes connected to these purposes includes personal data collected during the process itself 
and/or anti-doping or anti-cheating investigations. 
Personal o sensitive data are acquired only directly from the owner and subject to maximum level of 
confidentiality. 
They are stored in the computers in use to both the chairmen and the secretaries of the relevant 
Commissions, in respect of their mission. 
Only member of the relevant commissions can be granted access to that kind of data and only if it 
necessary to perform test or investigations. 
The Commissions may acquire information and consultations from external consultants who have no access 
to names and any other element, which can lead to anyone’s identification. 
FIDE Medical Commission, as a part of anti-doping process, enters data and hold them through WADA's 
ADAMS platform, which is encrypted and safeguarded through passport access. 



 
11. LEVEL OF DATA PUBLICATION 

Data stored on FRS can be seen and displayed at different level in FIDE public website or through private 
access. 

- Any visitor of FIDE website may see: Name, Surname, Year of birth, Federation, Gender (M or F), 
rating, title and inactivity flag, history of games of any person included in FRS. 

- Any visitor of FIDE website may see also: email address, physical address, phone number and place 
and full birthday of any person who applied for a title and put voluntarily those data on the 
application form. 

- Any visitor of FIDE website may see also: email address, physical address, phone number of any 
Federations’ official included in the directory. 

- National Rating Officers or the people designated by National Federations have full access to all the 
records of the players of their Federation, including all the abovementioned information. 

- The personnel of EFO have full access to all the records of the database, including all the 
abovementioned information and the full history of data editing. 

People who has full access to any information are enlisted in FIDE directory under the pages of any specific 
Federation (Rating Officer/General Secretary) and Elista Office. 
All these people agrees to a non-disclosure policy on the data they can put or see from FRS. 
 

12. PROFILE 
FIDE profiles data in order to make statistical outputs and results of world/continental/national results and 
rankings. 
Under the section A of this policy regulations, data of those people who didn’t give any specific consent are 
not used to be profiled for other purposes than sport statistic outputs. 
 

13. DURATION 
FIDE stores data without any term: your personal data will be stored until your decision them to be deleted, 
duly communicated as per point nr. 18. 
The only case data are cancelled from the database is on request of the owner or his heirs. After 
cancellation, your data will be stored only for historical reasons in the tournament archives. 
 

14. DATA TRANSFER 
Your personal data are stored and protected in FIDE servers which are located in Germany. Backup copies 
are also stored in FIDE server in Russia. 
Your personal data can be transferred: 

- To any National Federation with restriction to data of their own individuals; 
- To any FIDE internal body, committee or commission, and the members of them with no 

restrictions, officials and organs; 
- To World Chess Events Ltd. (based in London – UK), up to the end of their contract, with restriction 

to data already displayed on FIDE website to any visitor of it, and only for organizational purposes; 
- Developers of FIDE website only in order to test and improve FIDE website functionalities; 

Due to the fact data can be transferred to any internal body, committee or commission, officials and 
organs, they can be sent in any country whose members are included in FIDE directory. 
 

15. DISCLOSURE 
FIDE is not disclosing data to any kind of company, body or individual for commercial purposes, nor it is 
profiling anyone for such goals. 
 

16. DATA SECURITY 
FRS access is password protected and has password restore utility. FRS users can change their passwords 
and they are not disclosed to anyone. 
Part of FRS which access is restricted to EFO is closed for access by firewall IP access limit, webserver IP 
access limit and username/password. FIDE also uses firewall blocking for database and servers, which 



access is restricted to EFO IP. 
FIDE webserver is protected from attack blocking (URL injections, DDos attacks) and performs regular 
security audits for vulnerabilities. 
Backups of main database are done daily and stored on remote machines, which are located in Russia and 
Germany. 
Any personal data included in FRS is encrypted. 
 

17. YOUR RIGHTS 
You have anytime the right to: 

A. Check the existence of your data in FIDE databases; 
B. Request from FIDE access to and rectification or erasure of personal data or restriction of 

processing concerning the data subject and to object to processing as well as the right to data 
portability; 

C. Withdraw consent at any time, without affecting the lawfulness of processing based on consent 
before its withdrawal; 

D. Lodge a complaint with a supervisory authority; 
E. Check the origin from which the personal data belong, and if applicable, whether it came from 

publicly accessible sources; 
F. Know the existence of automated decision-making, including profiling, and, at least in those cases, 

meaningful information about the logic involved, as well as the significance and the envisaged 
consequences of such processing for the data subject. 

- Actions under point A can be performed directly by any individual by checking in FRS from the 
public access in FIDE website. 

- Actions under point B and C shall come through a National Federation. In case a National 
Federation is refusing to perform such actions or is not performing them in a deadline of 30 days, 
they can be taken directly by sending a signed letter to FIDE DPO at the abovementioned address, 
enclosing a copy of an official identity document and a valid email address. 
FIDE Administration will notify the request by email and will proceed upon your confirmation. 

- Action under point D shall be taken according to any supervisory authority’s own procedure (please 
refer to: https://ec.europa.eu/info/law/law-topic/data-protection/reform/what-are-data-
protection-authorities-dpas_en?2nd-language=lt  

- Actions under E and F can be taken directly by sending an email to privacy@FIDE.com, enclosing a 
copy of an official identity document and a valid email address.  

 
18. DATA CANCELLATION 

You have anytime the right to ask FIDE to delete your personal data from the database: by taking such an 
action you are aware that data cancellation from FRS prevents you to take part to any FIDE rated event. 
This request shall come through a National Federation and it will be confirmed by itself. 
In case a National Federation will refuse to ask the erasure of your data or will not do it in a deadline of 30 
days, you can apply directly by sending a signed letter to FIDE DPO at the abovementioned address 
enclosing a copy of an official identity document and a valid email address. 
FIDE Administration will notify the request by email and will proceed upon your confirmation. 
After the cancellation, your data will be stored in historical reports of any played tournament or 
championship and title repository. 
The already made processes based on previous consent shall be legal and lawful also after the withdrawn 
of the consent and/or the request of data erasure. 
 

19. DATA BREACH 
In case of a data breach FIDE will notify immediately the fact and act according to the provision of the 
regulations. 
 

20. LEGAL OBLIGATIONS THROUGH ADMINISTRATIVE AUTHORITIES 
If the following situations occur FIDE shares information with any entitled regulatory or administrative 
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National authority, police or judiciary: 
- When a legal request is addressed to FIDE or FIDE believes in good faith to have the legal obligation 

to do that; 
- When a Law or any judiciary orders FIDE to act in a specific way; 
- When it is found that FIDE databases are used to make any breach of a Law or personal data 

inserted in FRS are found to be false, or there is clear danger of misuse of someone’s personal data; 
- If any entitled regulatory or administrative National authority asks FIDE to share any information 

for a legal reason, FIDE may store data even in case of withdrawn of consent in order to fulfil any 
requested action. 

 
21. NOTIFICATIONS OF ANY CHANGE OF DATA PROTECTION POLICY 

In case of any change of this data protection policy FIDE will personally notify to all members whose email 
address is stored in its database of the changes. 
FIDE will also announce any change with special notices on its website. 
Any change will be effective after 30 days from its announcement: meanwhile everyone has the right to ask 
his data to be restricted or erased with the consequences indicated under point nr. 7. 
 

22. DISPUTES 
Disputes not subjected to administrative or regulatory authorities shall be solved in Lausanne competent 
Court. 
 

SECTION B: PREMIUM SERVICES ONLY FOR CHESS-ID PROGRAM SUBSCRIBERS 
 

23. PURPOSE OF DATA COLLECTION 
Only for Chess-ID subscribers, FIDE collects data, in addition to what already described under Section A, in a 
fair and transparent way also in order to give the subscribers the special services indicated in Chess-ID 
program portal. 
These services may include advertisement for specific tournaments, promoting FIDE events and activities, 
promoting FIDE partners’ products and services, giving news feed and putting in touch various people of 
the chess community. 

 
24. LEGAL BASIS 

For the purposes of Chess-ID special services, data are collected and processed only by legal agreement and 
in order to provide the services themselves. 
FIDE processes data in a fair and legitimate way only if it is necessary to provide the services requested by 
the subscribers at the act of registering or in a following time. 
 

25. HOW FIDE COLLECTS DATA – DATA COLLECTORS 
For the purposes of Chess-ID special services, FIDE collects data only upon registration of the single user 
and upon his specific consent. 
People younger than 16 years old are not allowed to share their data and put their consent to the premius 
services. 
 

26. COLLECTED DATA 
For any individual registering in Chess-ID portal, and in order to provide the specific services, FIDE collects: 
Name, Surname, Birthday, Federation, Gender (M or F), Elo, title, email address, physical addresses, phone 
numbers, geo-localised position, pictures. 
When the portal management requires a confirmation about the abovementioned data, it may require a 
copy of an official identification document. 
This data can only be provided directly from the single individual. 
 

27. DATA COLLECTING ACTIVITY AND REFUSAL 
Data collection is necessary in order to provide the special services of the Chess-ID portal. In case of refusal 



to let your data, as indicated above, be processed by FIDE, the abovementioned premium services cannot 
be provided. 
 

28. FORMAT OF STORAGE 
Your data are only stored electronically. 
The electronic data archives are stored in FIDE servers, which are located in Germany and Russia. Safety 
measures as described in point nr. 34 protects the electronic archives. 
 

29. HOW FIDE PROCESSES DATA 
For any individual registering in Chess-ID portal, FIDE processes data in automatic and manual ways: 

- Automatic processes include profiling, advertising, sending news feeds and newsletters, providing 
events information and putting in touch with other people. Automatic processes are made by 
computer programs which operate on the database. 

- Manual processes include any edit or change to single data, or any variation upon single application 
or any other process directly requested from the user. 

 
30. LEVEL OF DATA PUBLICATION 

Data stored in Chess-ID portal can be seen by any other member of Chess-ID portal according to your 
preferences. 
Privacy preferences can be changed from the relevant tab. 
 

31. PROFILE 
FIDE profiles your data in order to provide you a personal experience of Chess-ID portal. 
Hence FIDE processes your data about geographical position, Elo, title and game history and played 
tournaments in order to advice you in events, products, services of FIDE and its partners, and give you 
personalised information and news. 
 

32. DURATION 
FIDE stores data for Chess-ID portal until your decision them to be deleted, from the relevant tab. 
 

33. DATA TRANSFER 
Your personal data given to Chess-ID portal and upon specific consent can be transferred, according to your 
preferences: 

- To any National Federation; 
- To any FIDE internal body, committee or commission, and the members of them, officials and 

organs; 
- To World Chess Events Ltd. (based in London – UK); 
- Developers of FIDE website; 
- FIDE commercial partners; 
- Any other person who subscribed to Chess-ID portal. 

 
34. DATA SECURITY 

Chess-ID portal is password protected and has password restore utility. Users can change their passwords 
and they are not disclosed to anyone. 
The portal is closed for access by username/password and passport utility from third party applications. 
Chess-ID webserver is protected from attack blocking (URL injections, DDos attacks) and performs regular 
security audits for vulnerabilities. 
Backups of main database are done daily and stored on remote machines, which are located in Russia and 
Germany. 
Any personal data included in Chess-ID portal is encrypted. 
 

35. YOUR RIGHTS 
You have anytime the right to: 



G. Check the existence of your data in Chess-ID portal; 
H. Request from FIDE access to and rectification or erasure of personal data or restriction of 

processing concerning the data subject and to object to processing as well as the right to data 
portability; 

I. Withdraw consent at any time, without affecting the lawfulness of processing based on consent 
before its withdrawal; 

J. Lodge a complaint with a supervisory authority; 
K. Check the origin from which the personal data belong, and if applicable, whether it came from 

publicly accessible sources; 
L. Know the existence of automated decision-making, including profiling, and, at least in those cases, 

meaningful information about the logic involved, as well as the significance and the envisaged 
consequences of such processing for the data subject. 

Any action can be performed directly from the relevant privacy page of Chess-ID portal. 
 

36. DATA CANCELLATION 
You have anytime the right to ask FIDE to delete your personal data from the database of Chess-ID portal. 
Moreover, asking FIDE to be erased from FRS according to Section A, point nr. 18 lead to cancellation from 
Chess-ID portal. 
By taking such an action you are aware that data cancellation from Chess-ID portal prevents you to get the 
relevant services of Chess-ID. 
Any action can be performed directly from the relevant privacy page of Chess-ID portal. 

 
37. DATA BREACH 

In case of a data breach FIDE will notify immediately the fact and act according to the provision of the 
regulations. 
 

38. LEGAL OBLIGATIONS THROUGH ADMINISTRATIVE AUTHORITIES 
If the following situations occur FIDE shares information with any entitled regulatory or administrative 
National authority, police or judiciary: 

- When a legal request is addressed to FIDE or FIDE believes in good faith to have the legal obligation 
to do that; 

- When a Law or any judiciary orders FIDE to act in a specific way; 
- When it is found that FIDE databases are used to make any breach of a Law or personal data 

inserted in Chess-ID portal are found to be false, or there is clear danger of misuse of someone’s 
personal data; 

- If any entitled regulatory or administrative National authority asks FIDE to share any information 
for a legal reason, FIDE may store data even in case of withdrawn of consent in order to fulfil any 
requested action. 

 
39. NOTIFICATIONS OF ANY CHANGE OF DATA PROTECTION POLICY 

In case of any change of this data protection policy FIDE will personally notify to all subscribers of Chess-ID 
portal. 

 
40. DISPUTES 

Disputes not subjected to administrative or regulatory authorities shall be solved in Lausanne competent 
Court. 
 
FIDE Data Protection Policy version 1.0 – August 2019 



FIDE RATING SYSTEM TERMS AND CONDITIONS 
 
Dear RO/Officer 
 
Be informed that on August 2019 Fide adopted its data protection policy pursuant to its obligations upon 
national and international Laws protecting privacy. 
The policy is available here following and it is also published on FIDE website. 
 
When accessing and operating on Fide Rating System you process personal data such as name, gender, 
emails, birthdays and others. 
Thus, you are fully involved in FIDE data protection policy and must respect its protection standards and all 
the following obligations: 
 

A. You are required to read and accept FIDE data protection policy: by ticking “I agree” you assume on 
yourself all the obligations and relevant responsibilities coming from this policy. 
 

B. You are required to operate on FRS only for the purposes of FRS and your role as Rating 
Officer/Officer: by ticking “I agree” you assume on yourself the commitment to operate in a 
legitimate way only to let FRS properly function and not for other or personal purposes; 

 
C. You are required to keep secret and safe all the information you acquire from FRS: sharing data or 

disclosing information you acquired from FRS is totally forbidden and may lead to your ban from 
using FRS; 

 
D. You are required to insert in FRS personal data only upon specific consent released by the owner: 

by inserting personal data in FRS you take yourself the responsibility of the given consent. FIDE 
assumes that national Federations process data in a way fully compliant with the Laws of the 
relevant countries and FIDE data protection policy. 
Please, be informed that any new record will be notified to the owner. 
 

E. You are required to insert in FRS only true data with specific concern to e-mails which must be 
personally given by the player or his/her legal representative and must be of the player or his/her 
legal representative. 
 

F. You will be considered legally responsible of any breach of this policy: in case there were evidences, 
of any kind of misuse of FRS and that you broke any Law or FIDE data protection policy, entered 
false data or unauthorized data, you will be considered liable for it and FIDE reserves the right to 
charge the responsible in any relevant Court to claim for damages. 

 
G. You are invited to read the following data protection policy and commit yourself to respect it in any 

point: 
 
======================================================================================= 
 
In order to perform its aims to be the supreme body responsible for the sport of chess and give National 
Federations, players and any other individual the services FIDE is intended to give as they are listed in the 
Statutes, it needs to collect, store and process personal data. 
FIDE cares that the data are handled in a fair and transparent way and makes all the necessary efforts to 
enforce this goals. 
 

1. DATA CONTROLLER, REPRESENTATIVE, DPO, DATA PROTECTION COMMITTE 
Data Controller: 
FIDE – Federation Internationale des Echecs, whose legal seat is Avenue de Rhodanie 54 – 1007 Lausanne, 



Switzerland. 
Current legal representative is its President Mr. Arkady Dvorkovich. 
 
As per decision Q2PB/2019/11 FIDE designated the following officials: 
 
Data Protection Committee: 
Mr Willy Iclicki (BEL): Data Protection Officer; 
Mr Marco Biagioli (ITA): Data Protection Legal Advisor; 
Mr Vladimir Kukaev (RUS): Data Protection Technical Advisor. 
 
Data Protection Representative for the European Union: 
Mr Willy Iclicki (BEL). 
 
Data Protection Officer: 
Mr Willy Iclicki (BEL). 
 

2. CONTACTS 
Data Protection Representative for the European Union and Data Protection Officer: 
Mr Willy Iclicki (BEL) whose seat inside the European Union is Avenue du Globe 55 – Box 20 – 1190 
Brussels, Belgium. 

E-mail: privacy@FIDE.com  
 
Data Protection Committee: 

E-mail: privacy@FIDE.com  
 

SECTION A: GENERAL PROVISIONS FOR ORDINARY DATA COLLECTION 
 

3. PURPOSE OF DATA COLLECTION 
FIDE collects data in a fair and transparent way only in order to let itself, its internal bodies and its services 
work. 
The use and storage of the relevant data is necessary in order: 

- to let FIDE internal bodies, boards, commissions and committees perform their duties according to 
the Statutes and the Regulations, as well as according to the relevant decisions on their goals; 

- to let FIDE services, among which there are FIDE Rating System (FRS), FIDE titles and classification 
of players, arbiters, organizers, trainers and officials, properly function; 

- to maintain the functionalities of FRS: like in any other sport, FRS is necessary to estimate the 
strength of the players and create a ranking of them to let any sport activity (championships, 
tournaments) be run in a fair way; 

- to properly let FIDE to give titles according to the relevant Regulations; 
- to let FIDE appoint people to any duty in its internal bodies or to any role in its events. 

 
4. LEGAL BASIS 

Data are collected and processed by legal agreement and in order to provide the services requested to FIDE 
itself. 
FIDE processes data in a fair and legitimate way only if it is necessary for the abovementioned services to 
work properly: by participating to any FIDE rated event, as inserted in FRS by any National Federation, and 
by requesting any National Federation to issue a FIDE Identification Number (FIN), or by requesting FIDE to 
be included in the directory or any other list, you agree to the process, as indicated above. 
 

5. HOW FIDE COLLECTS DATA – DATA COLLECTORS 
FIDE collects data in several different ways: 

- Data can be inserted in FRS by National Federations, directly. 
In this case, FIDE notifies the insertion of the data in the system by sending an email to the 
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individual whose data were collected, hence he is informed that a National Federation inserted his 
data in FRS and might exert his rights. 

- Data can be inserted in FRS by Elista FIDE Office (EFO), directly. 
In this case, FIDE uploads and stores data only after having received an explicit consent by the 
individual whose data are going to be collected. 

- Data can be sent by any individual himself, by sending an email to the Administration or manually 
registering in the FIDE website or connected services. 
In this case, FIDE stores data only after having received an explicit request by the individual himself. 

In all the abovementioned cases, for underage people (in the country they are citizens of) consents are 
given or requests are made by their legal tutors and confirmed by the individuals themselves after the 
majority. 
 

6. COLLECTED DATA 
FIDE collects different data according to the level as mentioned here following: 

- For any individual included in FRS and any other individual to whom FIDE issues a FIN: Name, 
Surname, Birthday, Federation, Gender (M or F), email address. 
When the Administration requires a confirmation about the abovementioned data, it may require a 
copy of an official identification document. 
This data are ordinarily submitted by National Federations and notified to the single individual as 
per point nr. 5. 

- For people receiving prizemoney or refunds directly from FIDE, it also collects physical addresses, 
phone numbers and bank details and local taxes details. 
This data are ordinarily provided directly from the single individual. 

- For officials, organs, and people permanently or temporarily involved in the Administration FIDE 
also collects a second email address, physical addresses, phone numbers and bank details. 
This data are ordinarily provided directly from the single individual. 

- For people applying for titles or exchange of Federation FIDE also collects physical addresses, phone 
numbers, place of birth and nationality. 
This data are provided from the single individual trough his National Federation. 

- In case of stipulation of specific contracts, additional data may be required for specific purposes 
and upon specific consent. 
This data are provided directly from the single individual. 

- For FIDE employees, FIDE also collects tax details, and social insurance number/details and any 
other data required by national authorities upon a legal obligation. 
This data are provided directly from the single individual. 

FRS may host a picture of anyone who is recorded in the database. 
Underage people photos are not displayed in any case until they reach the majority, unless it is sent 
personally by their legal tutors. 
Photos about any other person included in FRS are displayed only upon his or his Federation request 
addressed to FIDE offices. 
In case that FIDE suspects the request needs to be confirmed, may ask the owner to confirm his willing his 
picture to be displayed on FRS. 
Photos taken during sport public events has not such restrictions. 
 

7. DATA COLLECTING ACTIVITY AND REFUSAL 
Data collection is necessary in order to achieve the purposes and complete the activities above indicated. 
In case of refusal to let your data, as indicated above, be processed by FIDE, the abovementioned activities 
shall be impossible. 
Thus, in case of refusal, the following consequences shall occur: 

- For any individual to be included in FRS and any other individual requiring a FIN, refusal prevents 
that individual to be included in FRS and take part to any chess event; 

- For people entitled to receive a prizemoney or refunds directly from FIDE, refusal prevents FIDE to 
make any payment. 



- For officials, organs, and people permanently or temporarily involved in the Administration, refusal 
of data policy as mentioned in their contract or appointment letter, prevents FIDE to include the 
name in the directory and the appointment to progress. 

- For people applying for titles or exchange of Federation, refusal prevents FIDE to process their 
application. 

- In case of stipulation of specific contracts which require additional data, refusal prevents the 
contract to be concluded. 

- For people applying for a job, refusal prevents FIDE to sign the contract. 
 

8. FORMAT OF STORAGE 
Your data are stored electronically and in paper. 
The electronic data archives are stored in FIDE servers, which are located in Germany and Russia. Safety 
measures as described in point nr. 16 protects the electronic archives. 
The paper archive is stored in Lausanne, at the FIDE main office, in classified files in closed rooms. 
 

9. HOW FIDE PROCESSES DATA 
FIDE processes data in automatic and manual ways: 

- Automatic processes include publication in FIDE website of the first level information, rating 
calculation, putting inactive flag, and statistical outputs on rating variation, national/continental 
rankings and enquires inside the database on any index. Automatic processes are made by 
computer programs which operate on the database. 

- Manual processes include any edit or change to single data, or any variation upon single 
application, or exchanging federation, merge, separate, delete and add single records, exporting 
lists of players and results, downloading rating lists. Manual processes include also any kind of 
search and enquiry of the database directly performed by any FIDE website visitor or operator. 

 
10. SPECIAL PROCESSES CONNECTED TO SPECIAL OBLIGATIONS (DOPING AND CHEATING 

PREVENTION) 
FIDE Medical Commission and FIDE Fair Play Commission performs special processes connected to doping 
and cheating prevention in sport. 
Special processes are necessary in order to maintain FIDE integrity as a global sport organization and as a 
part of the obligations FIDE has got, being recognized by the IOC and member of the WADA. 
Special processes connected to these purposes includes personal data collected during the process itself 
and/or anti-doping or anti-cheating investigations. 
Personal o sensitive data are acquired only directly from the owner and subject to maximum level of 
confidentiality. 
They are stored in the computers in use to both the chairmen and the secretaries of the relevant 
Commissions, in respect of their mission. 
Only member of the relevant commissions can be granted access to that kind of data and only if it 
necessary to perform test or investigations. 
The Commissions may acquire information and consultations from external consultants who have no access 
to names and any other element, which can lead to anyone’s identification. 
FIDE Medical Commission, as a part of anti-doping process, enters data and hold them through WADA's 
ADAMS platform, which is encrypted and safeguarded through passport access. 
 

11. LEVEL OF DATA PUBLICATION 
Data stored on FRS can be seen and displayed at different level in FIDE public website or through private 
access. 

- Any visitor of FIDE website may see: Name, Surname, Year of birth, Federation, Gender (M or F), 
rating, title and inactivity flag, history of games of any person included in FRS. 

- Any visitor of FIDE website may see also: email address, physical address, phone number and place 
and full birthday of any person who applied for a title and put voluntarily those data on the 
application form. 



- Any visitor of FIDE website may see also: email address, physical address, phone number of any 
Federations’ official included in the directory. 

- National Rating Officers or the people designated by National Federations have full access to all the 
records of the players of their Federation, including all the abovementioned information. 

- The personnel of EFO have full access to all the records of the database, including all the 
abovementioned information and the full history of data editing. 

People who has full access to any information are enlisted in FIDE directory under the pages of any specific 
Federation (Rating Officer/General Secretary) and Elista Office. 
All these people agrees to a non-disclosure policy on the data they can put or see from FRS. 
 

12. PROFILE 
FIDE profiles data in order to make statistical outputs and results of world/continental/national results and 
rankings. 
Under the section A of this policy regulations, data of those people who didn’t give any specific consent are 
not used to be profiled for other purposes than sport statistic outputs. 
 

13. DURATION 
FIDE stores data without any term: your personal data will be stored until your decision them to be deleted, 
duly communicated as per point nr. 18. 
The only case data are cancelled from the database is on request of the owner or his heirs. After 
cancellation, your data will be stored only for historical reasons in the tournament archives. 
 

14. DATA TRANSFER 
Your personal data are stored and protected in FIDE servers which are located in Germany. Backup copies 
are also stored in FIDE server in Russia. 
Your personal data can be transferred: 

- To any National Federation with restriction to data of their own individuals; 
- To any FIDE internal body, committee or commission, and the members of them with no 

restrictions, officials and organs; 
- To World Chess Events Ltd. (based in London – UK), up to the end of their contract, with restriction 

to data already displayed on FIDE website to any visitor of it, and only for organizational purposes; 
- Developers of FIDE website only in order to test and improve FIDE website functionalities; 

Due to the fact data can be transferred to any internal body, committee or commission, officials and 
organs, they can be sent in any country whose members are included in FIDE directory. 
 

15. DISCLOSURE 
FIDE is not disclosing data to any kind of company, body or individual for commercial purposes, nor it is 
profiling anyone for such goals. 
 

16. DATA SECURITY 
FRS access is password protected and has password restore utility. FRS users can change their passwords 
and they are not disclosed to anyone. 
Part of FRS which access is restricted to EFO is closed for access by firewall IP access limit, webserver IP 
access limit and username/password. FIDE also uses firewall blocking for database and servers, which 
access is restricted to EFO IP. 
FIDE webserver is protected from attack blocking (URL injections, DDos attacks) and performs regular 
security audits for vulnerabilities. 
Backups of main database are done daily and stored on remote machines, which are located in Russia and 
Germany. 
Any personal data included in FRS is encrypted. 
 

17. YOUR RIGHTS 
You have anytime the right to: 



A. Check the existence of your data in FIDE databases; 
B. Request from FIDE access to and rectification or erasure of personal data or restriction of 

processing concerning the data subject and to object to processing as well as the right to data 
portability; 

C. Withdraw consent at any time, without affecting the lawfulness of processing based on consent 
before its withdrawal; 

D. Lodge a complaint with a supervisory authority; 
E. Check the origin from which the personal data belong, and if applicable, whether it came from 

publicly accessible sources; 
F. Know the existence of automated decision-making, including profiling, and, at least in those cases, 

meaningful information about the logic involved, as well as the significance and the envisaged 
consequences of such processing for the data subject. 

- Actions under point A can be performed directly by any individual by checking in FRS from the 
public access in FIDE website. 

- Actions under point B and C shall come through a National Federation. In case a National 
Federation is refusing to perform such actions or is not performing them in a deadline of 30 days, 
they can be taken directly by sending a signed letter to FIDE DPO at the abovementioned address, 
enclosing a copy of an official identity document and a valid email address. 
FIDE Administration will notify the request by email and will proceed upon your confirmation. 

- Action under point D shall be taken according to any supervisory authority’s own procedure (please 
refer to: https://ec.europa.eu/info/law/law-topic/data-protection/reform/what-are-data-
protection-authorities-dpas_en?2nd-language=lt  

- Actions under E and F can be taken directly by sending an email to privacy@FIDE.com, enclosing a 
copy of an official identity document and a valid email address.  

 
18. DATA CANCELLATION 

You have anytime the right to ask FIDE to delete your personal data from the database: by taking such an 
action you are aware that data cancellation from FRS prevents you to take part to any FIDE rated event. 
This request shall come through a National Federation and it will be confirmed by itself. 
In case a National Federation will refuse to ask the erasure of your data or will not do it in a deadline of 30 
days, you can apply directly by sending a signed letter to FIDE DPO at the abovementioned address 
enclosing a copy of an official identity document and a valid email address. 
FIDE Administration will notify the request by email and will proceed upon your confirmation. 
After the cancellation, your data will be stored in historical reports of any played tournament or 
championship and title repository. 
The already made processes based on previous consent shall be legal and lawful also after the withdrawn 
of the consent and/or the request of data erasure. 
 

19. DATA BREACH 
In case of a data breach FIDE will notify immediately the fact and act according to the provision of the 
regulations. 
 

20. LEGAL OBLIGATIONS THROUGH ADMINISTRATIVE AUTHORITIES 
If the following situations occur FIDE shares information with any entitled regulatory or administrative 
National authority, police or judiciary: 

- When a legal request is addressed to FIDE or FIDE believes in good faith to have the legal obligation 
to do that; 

- When a Law or any judiciary orders FIDE to act in a specific way; 
- When it is found that FIDE databases are used to make any breach of a Law or personal data 

inserted in FRS are found to be false, or there is clear danger of misuse of someone’s personal data; 
- If any entitled regulatory or administrative National authority asks FIDE to share any information 

for a legal reason, FIDE may store data even in case of withdrawn of consent in order to fulfil any 
requested action. 

https://ec.europa.eu/info/law/law-topic/data-protection/reform/what-are-data-protection-authorities-dpas_en?2nd-language=lt
https://ec.europa.eu/info/law/law-topic/data-protection/reform/what-are-data-protection-authorities-dpas_en?2nd-language=lt
mailto:privacy@fide.com


 
21. NOTIFICATIONS OF ANY CHANGE OF DATA PROTECTION POLICY 

In case of any change of this data protection policy FIDE will personally notify to all members whose email 
address is stored in its database of the changes. 
FIDE will also announce any change with special notices on its website. 
Any change will be effective after 30 days from its announcement: meanwhile everyone has the right to ask 
his data to be restricted or erased with the consequences indicated under point nr. 7. 
 

22. DISPUTES 
Disputes not subjected to administrative or regulatory authorities shall be solved in Lausanne competent 
Court. 
 

SECTION B: PREMIUM SERVICES ONLY FOR CHESS-ID PROGRAM SUBSCRIBERS 
 

23. PURPOSE OF DATA COLLECTION 
Only for Chess-ID subscribers, FIDE collects data, in addition to what already described under Section A, in a 
fair and transparent way also in order to give the subscribers the special services indicated in Chess-ID 
program portal. 
These services may include advertisement for specific tournaments, promoting FIDE events and activities, 
promoting FIDE partners’ products and services, giving news feed and putting in touch various people of 
the chess community. 

 
24. LEGAL BASIS 

For the purposes of Chess-ID special services, data are collected and processed only by legal agreement and 
in order to provide the services themselves. 
FIDE processes data in a fair and legitimate way only if it is necessary to provide the services requested by 
the subscribers at the act of registering or in a following time. 
 

25. HOW FIDE COLLECTS DATA – DATA COLLECTORS 
For the purposes of Chess-ID special services, FIDE collects data only upon registration of the single user 
and upon his specific consent. 
People younger than 16 years old are not allowed to share their data and put their consent to the premius 
services. 
 

26. COLLECTED DATA 
For any individual registering in Chess-ID portal, and in order to provide the specific services, FIDE collects: 
Name, Surname, Birthday, Federation, Gender (M or F), Elo, title, email address, physical addresses, phone 
numbers, geo-localised position, pictures. 
When the portal management requires a confirmation about the abovementioned data, it may require a 
copy of an official identification document. 
This data can only be provided directly from the single individual. 
 

27. DATA COLLECTING ACTIVITY AND REFUSAL 
Data collection is necessary in order to provide the special services of the Chess-ID portal. In case of refusal 
to let your data, as indicated above, be processed by FIDE, the abovementioned premium services cannot 
be provided. 
 

28. FORMAT OF STORAGE 
Your data are only stored electronically. 
The electronic data archives are stored in FIDE servers, which are located in Germany and Russia. Safety 
measures as described in point nr. 34 protects the electronic archives. 
 

29. HOW FIDE PROCESSES DATA 



For any individual registering in Chess-ID portal, FIDE processes data in automatic and manual ways: 
- Automatic processes include profiling, advertising, sending news feeds and newsletters, providing 

events information and putting in touch with other people. Automatic processes are made by 
computer programs which operate on the database. 

- Manual processes include any edit or change to single data, or any variation upon single application 
or any other process directly requested from the user. 

 
30. LEVEL OF DATA PUBLICATION 

Data stored in Chess-ID portal can be seen by any other member of Chess-ID portal according to your 
preferences. 
Privacy preferences can be changed from the relevant tab. 
 

31. PROFILE 
FIDE profiles your data in order to provide you a personal experience of Chess-ID portal. 
Hence FIDE processes your data about geographical position, Elo, title and game history and played 
tournaments in order to advice you in events, products, services of FIDE and its partners, and give you 
personalised information and news. 
 

32. DURATION 
FIDE stores data for Chess-ID portal until your decision them to be deleted, from the relevant tab. 
 

33. DATA TRANSFER 
Your personal data given to Chess-ID portal and upon specific consent can be transferred, according to your 
preferences: 

- To any National Federation; 
- To any FIDE internal body, committee or commission, and the members of them, officials and 

organs; 
- To World Chess Events Ltd. (based in London – UK); 
- Developers of FIDE website; 
- FIDE commercial partners; 
- Any other person who subscribed to Chess-ID portal. 

 
34. DATA SECURITY 

Chess-ID portal is password protected and has password restore utility. Users can change their passwords 
and they are not disclosed to anyone. 
The portal is closed for access by username/password and passport utility from third party applications. 
Chess-ID webserver is protected from attack blocking (URL injections, DDos attacks) and performs regular 
security audits for vulnerabilities. 
Backups of main database are done daily and stored on remote machines, which are located in Russia and 
Germany. 
Any personal data included in Chess-ID portal is encrypted. 
 

35. YOUR RIGHTS 
You have anytime the right to: 

G. Check the existence of your data in Chess-ID portal; 
H. Request from FIDE access to and rectification or erasure of personal data or restriction of 

processing concerning the data subject and to object to processing as well as the right to data 
portability; 

I. Withdraw consent at any time, without affecting the lawfulness of processing based on consent 
before its withdrawal; 

J. Lodge a complaint with a supervisory authority; 
K. Check the origin from which the personal data belong, and if applicable, whether it came from 

publicly accessible sources; 



L. Know the existence of automated decision-making, including profiling, and, at least in those cases, 
meaningful information about the logic involved, as well as the significance and the envisaged 
consequences of such processing for the data subject. 

Any action can be performed directly from the relevant privacy page of Chess-ID portal. 
 

36. DATA CANCELLATION 
You have anytime the right to ask FIDE to delete your personal data from the database of Chess-ID portal. 
Moreover, asking FIDE to be erased from FRS according to Section A, point nr. 18 lead to cancellation from 
Chess-ID portal. 
By taking such an action you are aware that data cancellation from Chess-ID portal prevents you to get the 
relevant services of Chess-ID. 
Any action can be performed directly from the relevant privacy page of Chess-ID portal. 

 
37. DATA BREACH 

In case of a data breach FIDE will notify immediately the fact and act according to the provision of the 
regulations. 
 

38. LEGAL OBLIGATIONS THROUGH ADMINISTRATIVE AUTHORITIES 
If the following situations occur FIDE shares information with any entitled regulatory or administrative 
National authority, police or judiciary: 

- When a legal request is addressed to FIDE or FIDE believes in good faith to have the legal obligation 
to do that; 

- When a Law or any judiciary orders FIDE to act in a specific way; 
- When it is found that FIDE databases are used to make any breach of a Law or personal data 

inserted in Chess-ID portal are found to be false, or there is clear danger of misuse of someone’s 
personal data; 

- If any entitled regulatory or administrative National authority asks FIDE to share any information 
for a legal reason, FIDE may store data even in case of withdrawn of consent in order to fulfil any 
requested action. 

 
39. NOTIFICATIONS OF ANY CHANGE OF DATA PROTECTION POLICY 

In case of any change of this data protection policy FIDE will personally notify to all subscribers of Chess-ID 
portal. 

 
40. DISPUTES 

Disputes not subjected to administrative or regulatory authorities shall be solved in Lausanne competent 
Court. 
 
FIDE Data Protection Policy version 1.0 – August 2019 
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To:  FIDE President, FIDE Management Board 

Subject: Data Protection Committee proposals 

Proposal of actions to be taken 

 

1. CHANGE ON FIDE HANDBOOK B.03 1.10 

Current wording: “FIDE Players' database stores the following data for each player: First name, last name, 

gender, date of birth, place of birth, nationality, the Federation they represent, a player's photo and a valid 

email address for contact purposes”. 

Proposed new wording (new text in green): “FIDE Players' database stores the following data for each 

player: First name, last name, gender, date of birth, place of birth, nationality, the Federation they represent, 

a player's photo and a valid email address for contact purposes. All fields except the photo are mandatory in 

order a registration to be successful; whether a field is incorrectly filled FIDE rating system doesn’t allow the 

registration to end successfully”. 

Explanation: now it is possible to have a successful registration also without imputing all the data. This 

amendment is required to block the registration process if the fields are not input properly. 

2. ADD. FIDE HANDBOOK B.03 1.10.1 

Proposed new article 1.10.1: “According to FIDE Data Protection Policy only first name, last name, gender, 

year of birth, the Federation one represents, FIDE ID and titles are displayed in a player’s public web-profile. 

However, a player may ask his year of birth and gender to be hidden, according to the procedure established 

by FIDE Data Protection Policy”. 

Explanation: it is necessary to give a player the possibility to hide (not cancel, but hide from the public area, 

some information that are not strictly necessary but may create privacy issues. Data Protection is receiving 

many requests on this matter and we need a regulation on how to proceed. 

3. CHANGE ON FIDE HANDBOOK B.03 1.13.1 

Current wording: “National Rating Officers can register new players associated with their own National 

Federation and ‘FIDE flag players’”. 

Proposed new wording (new text in green): “National Rating Officers can register new players associated 

with their own National Federation and ‘FIDE flag players’. When registering a player, the National Rating 

Officer is required to fill properly and correctly the required fields as well as to respect FIDE Data Protection 

Policy”. 

Explanation: there must be some sort of liability on NRO activity, as FIDE is exposed to their misuse of the 

mailto:office@fide.com
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FRS. 

4. CHANGE ON FIDE HANDBOOK B.03 1.18 

Current wording: “Players already registered may have missing data. FIDE encourages the players 

themselves, the National Rating Officers and Chess Officials to fill these data to whatever extent this is 

possible by communicating with the FIDE Rating Administrator”. 

Proposed new wording (old text in red, new text in green): “Players already registered may have missing 

data. FIDE encourages the players themselves, the National Rating Officers and Chess Officials to fill these 

data to whatever extent this is possible by communicating with the FIDE Rating Administrator. Starting from 

Jan. 1st 2020 the FIDE Rating Administrator will send to the National Rating Officers a list of uncompleted 

records requiring either to complete, either to delist the records where obligatory data are not filled” 

5. ADD FIDE HANDBOOK B.03 1.18.1 

Proposed new article 1.18.1: “National Ratings Officers will be required to answer to the requests of the 

Rating Administrator according to 1.18 within 6 months. After this deadline, the Rating Administrator will 

send a second request with a second 6-months deadline. If the second deadline is not respected, inactive 

players with uncompleted data will be delisted by the Rating Administrator”. 

Explanation (point 4. and 5.): many players are inactive and their records will never be completed, hence is 

better to delist them in order to fulfil the legal obligation to have correct data in the database. This is 

necessary especially in order to have valid email addresses, which are actually extremely required. 

6. ADD FIDE HANDBOOK B.03 NEW CHAPTER 4 (THE NATIONAL RATING OFFICER) WITH FOLLOWING 

ARTICLES 

Proposed new article 4.1: “The National Rating Officer is responsible for imputing data correctly in the FIDE 

Rating System”. 

Proposed new article 4.2: “Whenever is found the National Rating Officer input incorrect data, the relevant 

Chess Federation is fined of an amount of CHF 50,00 for any single wrong data input after July 1st 2020. The 

National Chess Federation may charge the player if it was found the incorrect data were given on his fault. 

Anyway, article 1.14.1 applies”. 

Proposed new article 4.3: “The FIDE Rating Administrator may delist a player if it was found his data are 

false and the National Rating Officer fails to provide the true ones in a reasonable time. Anyway, article 

1.14.1 applies”. 

mailto:office@fide.com
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Explanation: it has been noted that, unfortunately, many Rating Officers are not acting properly nor their 

intention is to use correctly FRS. Hence there is the need of putting some penalty in order to push them to 

use properly the system. 

National Rating Officers fails to put data in a correct way may lead to FIDE liability, as the system is the 

property of FIDE. 

7. ADD FIDE HANDBOOK B.02 7.3 

Proposed new article 7.3: “Starting from Jan. 1st 2020 the rating lists will be free to download only by 

National Rating Officers and FIDE website users registered as licensed arbiters or organisers”. 

Explanation: the rating list contains many data people would not like to be displayed, including year of birth 

we are allowing them not to be displayed in public. There is need that only people who need the list to 

handle a tournament be allowed to download it. 

8. FINAL DECISIONS 

Proposed final decision n. 1: when these proposals are passed by PB, allow Data Protection Committee to 

update directly FIDE Data Protection Policy according to the approved changes. 

Proposed final decision n. 2: when these proposals are passed by PB, allow the Rating Administrator to 

make the necessary changes to FRS within two weeks. 

Proposed final decision n. 3: when these proposals are passed by PB, allow FIDE Secretariat to publish a 

newsfeed on FIDE website and FIDE socials. 

Proposed final decision n. 4: when these proposals are passed by PB, allow FIDE Secretariat to send a 

specific notification email to any Chess Federation or affiliated organization. 

At your disposal for any clarification, and in person if required. 

Venice – Lausanne, dated today 26th December, 2019 

Mr Willy Iclicki (BEL): Data Protection Officer; 

Mr Marco Biagioli (ITA): Data Protection Legal Advisor; 

Mr Vladimir Kukaev (RUS): Data Protection Technical Advisor. 
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FIDE Event: 

Organiser: 
 
 

Federation: 

International Organiser’s contact info (provide one valid email address): 

 
 
 

(Probable) City: 
 
 

Proposed dates of Arrival:              Departure: 
 
 

Financial guarantee: 
Declaration and/or Government 
Guarantee if applicable. 
Provisional budget to be added. 

 
 

Declaration generally assuring visas 
To representatives of all federations: 

 
 

Exceptions, if any, and reasons: 
 
 

Name of Meeting/Tournament hall 
And its distance from accommodation: 

 
 

Travel connections and reductions for 
Participants officials and accompanying persons: 

 
 

Accommodation and meals of participants 
And for accompanying persons: 
(give classification of hotels and meals. 
Indicate number of persons per room). 

 
Are there: 
 

Press facilities:      Telephones:       Telefax:       E-mail: 
 
 

Secretarial Staff (Indicate languages). 
 
 

Simultaneous Translation (in case of meeting): 
Will it be guaranteed in FIDE languages: 
(Indicate languages) 

 
 



FIDE standard chess equipment 
(in case of a competition): 

 
 

Additional arrangement/Prize Fund is applicable:  
 

 
 

(GA 1996-2014) Deposit: We confirm that we shall pay the deposit fee below before conclusion of the General Assembly 
granting the option. We are aware that we forfeit this sum if for any reason we do not organise the event. If we do organise 
the event this sum will be put to the credit of our account with FIDE.
We have recognised the specific FIDE stipulation for the above-mentioned event and will observe them.
PRIVACY NOTICE: by signing and submitting this form you confirm you have read and properly understood FIDE privacy 
policy available on FIDE website (https://www.fide.com/privacy) and you agree this form to be published on FIDE website 
according to the bidding procedure regulations, as well as the other relevant parts of the abovementioned policy. 
 

Name of International Organiser:                                                            Place/Date: 
Signature: 
 

(GA 2014) National support letter: We attach the support letter signed by either the President, the Chairman or the General 
Secretary of the national federation of the host country. 

 
 

All conditions offered are subject to the approval of the FIDE President or his representative. 
 
 



Anti-Cheating Commission – Tournament Complaint Form

Fédération International des Échecs W o r l d  C h e s s  F e d e r a t i o n

Complainant:1    ________________________________________________   Federation: ____________

	 Physical address: 	 ________________________________________________________________

	 E-mail address: 	 ________________________________________________________________

	 Telephone number:	 ________________________________________________________________

Respondent:2   __________________________________________________  Federation: ____________

	 Physical address:	 ________________________________________________________________

	 E-mail address:	 ________________________________________________________________

	 Telephone number:	 ________________________________________________________________

Brief description of facts:3  	_______________________________________________________________

_______________________________________________________________________________________

_______________________________________________________________________________________

_______________________________________________________________________________________

_______________________________________________________________________________________

_______________________________________________________________________________________
 
_______________________________________________________________________________________

Attachments:4	  __________________________________________________________________________
 
PRIVACY NOTICE: by signing and submitting this form you confirm you have read and properly
understood FIDE privacy policy available on the next page and you agree this form to be published on
FIDE website and / or processed according to anticheating relevant regulations and FPC internal rules.

Date: Complainant Signature

_______________________________ _______________________________

1 Please include FIDE ID if applicable.
2 Please include FIDE ID.
3 Please provide a brief account of why you thing AC regulations have been breached by the respondent. Also provide

exact details of the event(s) at which the alleged breach took part and the name of the Chief Organizer and Chief Arbi-
ter(s). You are recommended to provide a full description as a separate attachment to your own benefit.

4 Please list all the attachments that form part of your complaint. Please provide attachments in PDF format. Chess files
should be provided in pgn format.

Please fill in, scan and return to acc@fide.com in pdf format.



According the FIDE Data Protection Policy and relevant Swiss Laws and International Rules and regulations, you are informed of the following:
1. DATA CONTROLLER, REPRESENTATIVE, DPO, DATA PROTECTION COMMITTE

Data Controller:
FIDE – Federation Internationale des Echecs, whose legal seat is Avenue de Rhodanie 54 – 1007 Lausanne, Switzerland.
Current legal representative is its President Mr. Arkady Dvorkovich.
As per decision Q2PB/2019/11 FIDE designated the following officials:
Data Protection Committee:
Mr Willy Iclicki (BEL): Data Protection Officer;
Mr Marco Biagioli (ITA): Data Protection Legal Advisor;
Mr Vladimir Kukaev (RUS): Data Protection Technical Advisor.
Data Protection Representative for the European Union:
Mr Willy Iclicki (BEL).
Data Protection Officer:
Mr Willy Iclicki (BEL).

2. CONTACTS
Data Protection Representative for the European Union and Data Protection Officer:
Mr Willy Iclicki (BEL) whose seat inside the European Union is Avenue du Globe 55 – Box 20 – 1190 Brussels, Belgium.
E-mail: privacy@FIDE.com
Data Protection Committee:
E-mail: privacy@FIDE.com

3. PURPOSE OF DATA COLLECTION
FIDE collects the data required in this form in order to process your complaint and set up the proper investigations.
Data will be treated with automatic and manual processes in electronic archives and online repositories.

4. LEGAL BASIS
Data are collected and processed by your explicit request to FPC to investigate on your complaint, which you confirm by signing this form.

5. DATA COLLECTING ACTIVITY AND REFUSAL
Data collection is necessary in order to examine your complaint. In case of refusal to let your data, as indicated above, be processed by FIDE, the
complaint will be diregarded.
          6. FORMAT OF STORAGE
Your data are stored electronically and in paper.
The electronic data archives are stored in FIDE servers, which are located in Germany and Russia, and relevant Commissions' own databases.
Safety measures as described in point nr. 16 protects the electronic archives.
The paper archive is stored in Lausanne, at the FIDE main office, in classified files in closed rooms.

7. LEVEL OF DATA PUBLICATION
This application form will be published on FIDE website according to FIDE title regulation which can be found in FIDE Handbook.

8. PROFILE
FIDE profiles data of this application in order to make statistical outputs and mathematical investigations.

9. DURATION
FIDE stores data without any term: your personal data will be stored until your decision them to be deleted, duly communicated as per FIDE Data
Protection Policy point nr. 18.

10. DATA TRANSFER
Your personal data are stored and protected in FIDE servers which are located in Germany and relevant Commissions' own database. Backup copies 
are also stored in FIDE server in Russia. Your personal data can be transferred:

- To any National Federation with restriction to data of their own individuals;
- To any FIDE internal body, committee or commission, and the members of them with no restrictions, officials and organs;
- Developers of FIDE website only in order to test and improve FIDE website functionalities;

Due to the fact data can be transferred to any internal body, committee or commission, officials and organs, they can be sent in any country whose
members are included in FIDE directory.

11. DISCLOSURE
FIDE is not disclosing data to any kind of company, body or individual for commercial purposes, nor it is profiling anyone for such goals.

12. DATA SECURITY
FIDE electronic archives are password protected and has password restore utility.
FIDE webserver is protected from attack blocking (URL injections, DDos attacks) and performs regular security audits for vulnerabilities.
Backups of main database are done daily and stored on remote machines, which are located in Russia and Germany.

13. YOUR RIGHTS
You have anytime the right to:

A. Check the existence of your data in FIDE databases;
B. Request from FIDE access to and rectification or erasure of personal data or restriction of processing concerning the data subject and to

object to processing as well as the right to data portability;
C. Withdraw consent at any time, without affecting the lawfulness of processing based on consent before its withdrawal;
D. Lodge a complaint with a supervisory authority;
E. Know the existence of automated decision-making, including profiling, and, at least in those cases, meaningful information about the

logic involved, as well as the significance and the envisaged consequences of such processing for the data subject.
- Actions under point A can be performed directly by any individual by checking in FRS from the public access in FIDE website.
- Actions under point B and C shall come through a National Federation. In case a National Federation is refusing to perform such actions

or is not performing them in a deadline of 30 days, they can be taken directly by sending a signed letter to FIDE DPO at the
abovementioned address, enclosing a copy of an official identity document and a valid email address.
FIDE Administration will notify the request by email and will proceed upon your confirmation.

- Action under point D shall be taken according to any supervisory authority’s own procedure (please refer to:
https://ec.europa.eu/info/law/law-topic/data-protection/reform/what-are-data-protection-authorities-dpas_en?2nd-language=lt

- Actions under E and F can be taken directly by sending an email to privacy@FIDE.com, enclosing a copy of an official identity document
and a valid email address.

DO YOU AGREE WITH THE ABOVEMENTIONED POLICY AND FIDE DATA PROTECTION POLICY (thick as appropriate)? (YES) (NO)

DATE ______________________________ SIGNATURE____________________________________________________________________________



Anti-Cheating Commission – Post-Tournament Complaint Form

Fédération International des Échecs W o r l d  C h e s s  F e d e r a t i o n

Complainant:1    ________________________________________________   Federation: ____________

	 Physical address: 	 ________________________________________________________________

	 E-mail address: 	 ________________________________________________________________

	 Telephone number:	 ________________________________________________________________

Respondent:2   __________________________________________________  Federation: ____________

	 Physical address:	 ________________________________________________________________

	 E-mail address:	 ________________________________________________________________

	 Telephone number:	 ________________________________________________________________

Brief description of facts:3  	_______________________________________________________________

_______________________________________________________________________________________

_______________________________________________________________________________________

_______________________________________________________________________________________

_______________________________________________________________________________________

Engine check results:4  	   _________________________________________________________________
 
_______________________________________________________________________________________

Attachments:5	  __________________________________________________________________________
 
PRIVACY NOTICE: by signing and submitting this form you confirm you have read and properly
understood FIDE privacy policy available on the next page and you agree this form to be published on
FIDE website and / or processed according to anticheating relevant regulations and FPC internal rules.

Date: Complainant Signature

_______________________________ _______________________________

1 Please include FIDE ID if applicable.
2 Please include FIDE ID.
3 Please provide a brief account of why you thing AC regulations have been breached by the respondent. Also provide

exact details of the event(s) at which the alleged breach took part and the name of the Chief Organizer and Chief Arbi-
ter(s). You are recommended to provide a full descritpion as a separate attachment to your own benefit.

4 Please provide details of software and hardware used and provide a synthetic description of findings. You are recom-
mended to provide a full analysis as a separate attachment.

5 Please list all the attachments that form part of your complaint. Please provide attachments in PDF format. Chess files
should be provided in pgn format.

Please fill in, scan and return to acc@fide.com in pdf format.



According the FIDE Data Protection Policy and relevant Swiss Laws and International Rules and regulations, you are informed of the following:
1. DATA CONTROLLER, REPRESENTATIVE, DPO, DATA PROTECTION COMMITTE

Data Controller:
FIDE – Federation Internationale des Echecs, whose legal seat is Avenue de Rhodanie 54 – 1007 Lausanne, Switzerland.
Current legal representative is its President Mr. Arkady Dvorkovich.
As per decision Q2PB/2019/11 FIDE designated the following officials:
Data Protection Committee:
Mr Willy Iclicki (BEL): Data Protection Officer;
Mr Marco Biagioli (ITA): Data Protection Legal Advisor;
Mr Vladimir Kukaev (RUS): Data Protection Technical Advisor.
Data Protection Representative for the European Union:
Mr Willy Iclicki (BEL).
Data Protection Officer:
Mr Willy Iclicki (BEL).

2. CONTACTS
Data Protection Representative for the European Union and Data Protection Officer:
Mr Willy Iclicki (BEL) whose seat inside the European Union is Avenue du Globe 55 – Box 20 – 1190 Brussels, Belgium.
E-mail: privacy@FIDE.com
Data Protection Committee:
E-mail: privacy@FIDE.com

3. PURPOSE OF DATA COLLECTION
FIDE collects the data required in this form in order to process your complaint and set up the proper investigations.
Data will be treated with automatic and manual processes in electronic archives and online repositories.

4. LEGAL BASIS
Data are collected and processed by your explicit request to FPC to investigate on your complaint, which you confirm by signing this form.

5. DATA COLLECTING ACTIVITY AND REFUSAL
Data collection is necessary in order to examine your complaint. In case of refusal to let your data, as indicated above, be processed by FIDE, the
complaint will be diregarded.
          6. FORMAT OF STORAGE
Your data are stored electronically and in paper.
The electronic data archives are stored in FIDE servers, which are located in Germany and Russia, and relevant Commissions' own databases.
Safety measures as described in point nr. 16 protects the electronic archives.
The paper archive is stored in Lausanne, at the FIDE main office, in classified files in closed rooms.

7. LEVEL OF DATA PUBLICATION
This application form will be published on FIDE website according to FIDE title regulation which can be found in FIDE Handbook.

8. PROFILE
FIDE profiles data of this application in order to make statistical outputs and mathematical investigations.

9. DURATION
FIDE stores data without any term: your personal data will be stored until your decision them to be deleted, duly communicated as per FIDE Data
Protection Policy point nr. 18.

10. DATA TRANSFER
Your personal data are stored and protected in FIDE servers which are located in Germany and relevant Commissions' own database. Backup copies 
are also stored in FIDE server in Russia. Your personal data can be transferred:

- To any National Federation with restriction to data of their own individuals;
- To any FIDE internal body, committee or commission, and the members of them with no restrictions, officials and organs;
- Developers of FIDE website only in order to test and improve FIDE website functionalities;

Due to the fact data can be transferred to any internal body, committee or commission, officials and organs, they can be sent in any country whose
members are included in FIDE directory.

11. DISCLOSURE
FIDE is not disclosing data to any kind of company, body or individual for commercial purposes, nor it is profiling anyone for such goals.

12. DATA SECURITY
FIDE electronic archives are password protected and has password restore utility.
FIDE webserver is protected from attack blocking (URL injections, DDos attacks) and performs regular security audits for vulnerabilities.
Backups of main database are done daily and stored on remote machines, which are located in Russia and Germany.

13. YOUR RIGHTS
You have anytime the right to:

A. Check the existence of your data in FIDE databases;
B. Request from FIDE access to and rectification or erasure of personal data or restriction of processing concerning the data subject and to

object to processing as well as the right to data portability;
C. Withdraw consent at any time, without affecting the lawfulness of processing based on consent before its withdrawal;
D. Lodge a complaint with a supervisory authority;
E. Know the existence of automated decision-making, including profiling, and, at least in those cases, meaningful information about the

logic involved, as well as the significance and the envisaged consequences of such processing for the data subject.
- Actions under point A can be performed directly by any individual by checking in FRS from the public access in FIDE website.
- Actions under point B and C shall come through a National Federation. In case a National Federation is refusing to perform such actions

or is not performing them in a deadline of 30 days, they can be taken directly by sending a signed letter to FIDE DPO at the
abovementioned address, enclosing a copy of an official identity document and a valid email address.
FIDE Administration will notify the request by email and will proceed upon your confirmation.

- Action under point D shall be taken according to any supervisory authority’s own procedure (please refer to:
https://ec.europa.eu/info/law/law-topic/data-protection/reform/what-are-data-protection-authorities-dpas_en?2nd-language=lt

- Actions under E and F can be taken directly by sending an email to privacy@FIDE.com, enclosing a copy of an official identity document
and a valid email address.

DO YOU AGREE WITH THE ABOVEMENTIONED POLICY AND FIDE DATA PROTECTION POLICY (thick as appropriate)? (YES) (NO)

DATE ______________________________ SIGNATURE____________________________________________________________________________



Tournament Report Form IT3

Federation Name of Tournament

Country and Place of Tournament Starting date Ending date

Organizer of the Tournament
__________________________________________________________________________

Contact Information (E-mail) of the person responsible for information:

__________________________________________________________________________

__________________________________________________________________________

__________________________________________________________________________

Number of Rounds Schedule (number of rounds/day) Rate(s) of play

Tournament Type Pairing System of a  

Swiss System Tournament_____________________________ 

Manual � Person responsible __________________________ 

Computerized � Program used _____________________� 

Special Remarks (exceptions in pairing, restart option,...) 
__________________________________________________________________________ 

__________________________________________________________________________ 

__________________________________________________________________________ 

Type Number Number 
of feds 

host fed 
players 

other fed 
players 

Type Number Number of 
feds 

host fed 
players 

other fed 
players 

Rated Unrated

GM WGM

IM WIM

FM WFM

Chief Arbiter and contact information for Chief Arbiter (Email)

__________________________________________________________________________

__________________________________________________________________________

___________________________________________________________________________________

Deputy Chief Arbiter 

Arbiter

The organizer must provide this report form to each arbiter who has achieved a norm, his/her federation, the organizing
federation and the FIDE Secretariat. PRIVACY NOTICE: Chief Organizer's and Chief Arbiter's email address is required 
only for institutional purposes and will be displayed on FIDE website. Please, refer to FIDE Data Protection Policy
published in FIDE at https://www.fide.com/privacy 

Arbiter

Arbiter



  IT 1 
 
 

  GM  IM  WGM  WIM 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

Where applying 1.43e: 
 number of federations: …….....  number of rated players not from host federation: ……..... 
 

 number of players not from host federation holding GM, IM, WGM, WIM titles ……..... 

Special remarks: 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Rating average (1.46b): .......... Score required: .......... Score achieved: .......... 
 
Exceeding norm by  ......  points 
 ................................................................................. 
 Chief Arbiter’s signature 
Federation confirming the result: 
 
Name of federation official: ………………………………………. Signature: …………………………………

PRIVACY NOTICE: this form contains personal data, please check FIDE Privacy policy at www.fide.com/privacy
 
Note: Unrated = 1000, but see 1.46b.  Score =  1, ½ or 0.5, 0 for played games or +, =, - for unplayed games 
The organizer must provide this certificate to: each player who has achieved a title result,  
to the organizing federation, the player’s federation and the FIDE Office. 

 

 

Name: ............................................................. First name: ...........................................  

ID-number: ………………… Federation: ………………………  

 

Event: ............................................................................. Start: ...................... Close: ......................... 
 

Chief Arbiter (name, ID): ........................................................ number of games: ……………….... 
 

rate of play: ............................................................................ number of federations: ............ 
 

number players not from title applicant’s federation ………..… number rated opponents ……….. 
 

number players from host federation ……..…….. total number titled opponents ………. 
 

numbers of:  GM …….. IM ……..  WGM …….. WIM ……..  FM …….. WFM …….. 

 

Certificate of Title Result 

Rd Opponents ID Fed Rating Rat. 1.46c Title Score 

1      

2      

10      

11      

9      

4      

7      

8      

5      

6      

3      



TITLE APPLICATION        IT2 
 

The following federation ________________________ hereby applies for the title of:
Grandmaster (minimum level 2500) ______ International Master (2400) ______
Woman Grandmaster (2300) ______ Woman International Master (2200) ______
To be awarded to:
family name: first name:
FIDE ID Number: FED
date necessary rating gained: level of highest rating:
 

Titles can be awarded conditional on reaching the required rating at a later date (see 
Title Regulations 1.50c for the procedure to be followed in this case). 
Herewith certificates (IT1s) and cross-tables for the following norms 

1. name of event: location: 
dates: tournament system: 
average rating of opponents: total number of games played: 
points required:   points scored: 
number of games to be counted: (if not all) 
(after dropping games): points required:    points scored: 
number from host federation: number not from own federation: 
number of opponents: total titled ___  GMs ___  IMs ___  FMs ___  WGMs ___ WIMs ___ 
WFMs ___      rated ___      unrated ___ 
 

2. name of event: location: 
dates: tournament system: 
average rating of opponents: total number of games played: 
points required:   points scored: 
number of games to be counted: (if not all) 
(after dropping games): points required:    points scored: 
number from host federation: number not from own federation: 
number of opponents: total titled ___  GMs ___  IMs ___  FMs ___  WGMs ___ WIMs ___ 
WFMs ___      rated ___      unrated ___ 
 

3. name of event: location: 
dates: tournament system: 
average rating of opponents: total number of games played: 
points required:   points scored: 
number of games to be counted: (if not all) 
(after dropping games): points required:    points scored: 
number from host federation: number not from own federation: 
number of opponents: total titled ___  GMs ___  IMs ___  FMs ___  WGMs ___ WIMs ___ 
WFMs ___      rated ___      unrated ___ 
 

Attach another form IT2 if there are more supporting norms.

total number of games ________ (minimum 27) special comments_______________

____________________________________________________________________

name of Federation official ______________________________ date____________

signature ________________
PRIVACY NOTICE: this form contains personal data, please check FIDE Privacy policy at www.fide.com/privacy.
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